**中山大学肿瘤防治中心设备接入管理规范承诺函**

一、总则

为加强中山大学肿瘤防治中心网络安全，规范设备接入管理，根据《医疗卫生机构网络安全管理办法》《网络安全法》《密码法》《数据安全法》《个人信息保护法》《关键信息基础设施安全保护条例》《网络安全审查办法》、网络安全等级保护制度等有关法律法规标准以及中心相关安全管理制度，特制定本规范。

二、接入流程

任何设备接入中山大学肿瘤防治中心网络前，需使用科室经办人通过钉钉向信息中心提交申请，经科室负责人、信息中心负责人审批通过后方可接入。如接入设备为医疗仪器设备或非医院资产设备，还需签订安全承诺函。

科室经办人提交的审批中应注明设备型号、操作系统、数量、位置、设备供应商、MAC地址、设备用途等信息。

三、设备接入网络管理要求

1、使用科室应指定人员负责设备的使用管理工作。如有发现影响医院网络安全、数据安全等行为，应及时制止并通知信息中心处置。

2、设备系统账号不得采用弱密码，建议密码包含数字、大小写字母、特殊符号。

3、设备接入内网时，需安装信息中心提供的杀毒软件和桌面准入软件。通过以上软件实现USB、光驱、网卡等外设限制和病毒防范，避免数据泄露和病毒传播。如设备无法安装安全软件，需与信息中心沟通，协商采用其他有效的控制措施。未经信息中心同意，任何人不得禁止私自卸载杀毒软件和桌面准入软件。

4、接入外网时，须安装主流的防病毒软件，如火绒、360、小红伞等，并开启定期扫描和病毒库更新功能。

5、涉及到产生、存放医疗数据的设备，原则上需接入内网进行统一管理，不得私自接到外网或者互联网。

6、不得将接入医院内网网络的设备，通过双网卡或者5G卡等形式串接到互联网或其他存在安全威胁的网络。

7、未经批准，任何人员不得通过各种手段拷贝设备上的医疗数据。所有医疗数据的使用，请遵循《中山大学肿瘤防治中心信息数据使用管理办法》。

8、不得将接入设备作为跳板，非法探测、窃取医院信息系统数据。

9、不得通过设备做出任何危害医院网络安全的行为。

10、严禁在未授权的情况下在设备安装远程工具，如因特殊情况需要通过远程访问，须经过信息中心审批授权后，由信息中心开通远程访问权限，使用完成后及时通知信息中心关闭。

11、未经信息中心、使用科室同意，严禁任何人将设备存放的医疗数据传输到境外。如确有所需，请按照医院及国家相关数据出境管理办法进行审批。

12、如涉及医院系统对接，且需要批量获取医院生产系统数据，须提前与信息中心做好沟通工作，并提供合适的方案，经信息中心负责人审批后方可执行；保存所有应用和系统的日志，确保相应的操作可追溯可审查，日志保存期限不少于6个月。所有日志记录必须通过syslog形式发送到信息中心指定的日志服务器备查。

13、非医院资产设备在退网前，需删除与中山大学肿瘤防治中心相关的所有数据，并经信息中心确认方可撤走。

我司承诺接受以上规范条款。若我司在以上条款中未能遵守和告知，将视为我司在贵院的不诚信行为，将接受院方的处理，包括但不限于：1.院方无条件中止与我司的合作（包括购置意向和购置合同协议），2.我司在未来五年内不得参与院方的设备购置和供货服务。

特此承诺。
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